Online Security Tips

SPECIFICALLY FOR HONG LEONG CONNECT USERS

1. **ALWAYS MANUALLY ENTER** www.hongleongconnect.my **into your internet browser.**

2. **CONFIRM THE AUTHENCITY** of the login page by observing that the address bar shows https://s.hongleongconnect.my/rib/login/login.do and that there is a padlock icon next to it.

Click on the padlock and check that the web certificate is issued to s.hongleongconnect.my before proceeding to log in.

**Internet Explorer**

![Internet Explorer certificate](https://example.com)

**Mozilla Firefox**

![Mozilla Firefox certificate](https://example.com)
The identity of Hong Leong Bank Berhad at Kuala Lumpur, Kuala Lumpur MY has been verified by VeriSign Class 3 Extended Validation SSL CA.
Certificate Information

Your connection to s.hongleongconnect.my is encrypted with 256-bit encryption.
The connection uses TLS 1.0.

### Certificate Information

This certificate is intended for the following purpose(s):

- Ensures the identity of a remote computer
- Proves your identity to a remote computer
- 2.16.840.1.113733.1.7.23.6

* Refer to the certification authority’s statement for details.

**Issued to:** s.hongleongconnect.my

**Issued by:** VeriSign Class 3 Extended Validation SSL CA
3. **ENSURE YOUR CORRECT SECURITY PICTURE APPEARS** before entering your password.

4. **SEEK VERIFICATION directly with Hong Leong Bank** by either contacting your bank's customer service or branch number that you normally use when in doubt.